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Wireless management gateway direct connected topology diagram, direct networking refers to 

the direct access to the AP or access switch under the AC, and the data and management 

services of the AP are forwarded and processed by the AC in a centralized manner. 

 

Wireless management gateway bypass topology diagram, bypass networking refers to the AC bypass in the 
existing network (mostly next to the aggregation switch) to achieve business management of the AP. 
 

To set the bypass mode, you need to select the bypass mode in Network Settings - External Network 
Settings - Internet Access Method. You can choose Dynamic IP [DHCP] or Static IP for address acquisition, 
manually fill in the internal network IP address, subnet mask, default gateway, DNS, and click Apply. 

After setting up, network according to the network topology map. 

 



8 

Logging on to the equipment 

l Connect the RJ-45 interface cable of a controller with a computer using a network cable. 

 

l Set the TCP/IP properties of the computer. 

■ Windows 

1. Click Start—> Control Panel—> Network and Internet—> Network and Sharing Center—> 
Change adapter settings, right click Local connection and select Properties. 

 
2. Double-click Internet Protocol 4 (TCP/IPv4) 

Set the computer's IP address: The computer's IP address should be any one of the following 
free IP addresses 192.168.1.2 ~ 192.168.1.253, and then click OK, to return to the previous 
page, click OK.  

3. Logging on to the equipment: Open a browser and type 192.168.1.1 in the address bar, and then 
press Enter; in the pop-up login interface, enter the factory logon username "admin", password 
"admin" and click OK. 
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■ macOS 
1. Click the Apple icon, from the Apple drop-down list, select System Preferences.

 
 

2. Click the Network icon. 

 
 

3.  Select the Ethernet (for wired connection), from the Configure IPv4 drop-down list, select 
Manually. 

 
 

4. Set the computer's IP address: The computer's IP address should be any one of the following 

free IP addresses 192.168.1.2 ~ 192.168.1.253, Subnet Mask 255.255.255.0, and then click 

Apply. 

 

5. Logging on to the equipment: Open a browser and type 192.168.1.1 in the address bar, and 

then press Enter; in the pop-up login interface, enter the factory logon username "admin", 

password "admin" and click OK. 
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①：Menu bar, click to switch to different menu bars. 

②：  Icon 1: Modify the wireless management gateway login password; Restart the wireless management 
gateway. Icon 2 Exit Login. 
③：Display the current real-time online speed, total users, current links, online devices, offline 
devices, downlink, and uplink. 

④：Display the running t ime of the device, LAN port  (detai led information wi l l  be 
displayed on the LAN icon when the mouse is p laced),  WAN port  (detai led information wi l l  
be displayed on the WAN icon when the mouse is p laced).  
⑤：Display current memory usage and CPU usage. 

⑥：Display user management, device management, security protection, and network settings, and 
click to quickly navigate to them. 
⑦：Display external network access, wireless settings, log management, remote access, and DHCP 
service information, click to quickly jump to. 
⑧：Display external IP, subnet mask, external gateway, external DNS, and external MAC information. 

⑨：Display intranet access, intranet IP, subnet mask, intranet gateway, and intranet DNS 
information. 
⑩：The device address bar can indicate the location information of the wireless management gateway. 

⑪：Display firmware version and system time. 
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Device l ist, wireless management gateway can manage AP devices. 

①：The device management column mainly includes sett ings such as device l is t ,  
template conf igurat ion, device upgrade, and service conf igurat ion.  

②： In the Al l  Models column, c l ick the dropdown menu to v iew al l  device models.  

③：All  devices column, c l ick the dropdown menu to v iew onl ine and off l ine 
devices. 

④：Display the number of  wire less users,  tota l  devices, onl ine APs, and off l ine 
APs. 

⑤：Search bar,  can search based on AP's IP/MAC. 

⑥：Refresh key to refresh the current l is t  informat ion. 

⑦：The batch operat ion bar includes: appl icat ion template,  country code, 
immediate restart ,  device reset,  login password, and device delet ion. 

⑧：Display basic informat ion of  the AP device, including ser ia l  number,  device 
note (device note information can be added),  IP (AP server login address),  MAC 
(device MAC address),  SSID (device wire less name),  user (connect ing AP user) ,  
status (onl ine or of f l ine),  channel (current wire less channel of  the AP device),  
channel [analysis]  (c l ick icon to v iew surrounding interference s i tuat ion),  power,  
model (AP device model)  Version number (current AP device f i rmware version),  
runt ime, operat ion (c l ick icon to change AP device conf igurat ion).  
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Batch operat ion re fers  to  the batch operat ion o f  one or  more dev ices.  
Application template: First, you need to set an AP device template in the template configuration bar, 
check the devices that require batch operation, and apply the template. (Note: Application templates 
can only be used for batch operations on AP devices of the same model, and different models of AP 
devices only support general templates.) Country code: Check the AP devices that require batch 
operations and set the country code in bulk. (Note: The device will restart after application). 
Immedia te  res tar t :  Check the AP dev ices that  requ i re  batch operat ion,  and set  the batch 
set t ings to  res tar t  immedia te ly .  
Device reset: Check the AP devices that require batch operation and immediately reset the 
batch sett ings. (Note: After application, the device wil l  be restored to the default 
configuration). 
Login password: Check the AP devices that require batch operation and set the login password 
in bulk. (Note: Login password for AP devices). 
Delete device: Check the offline AP device to delete the device. (Note: Only offline devices can 
be deleted). 
 
 

 

Figure 1                                                                          Figure 2 

Wireless device configuration refers to the wireless configuration of AP devices, click  for 
settings. 

Figure 1-①：Device information menu bar. 
Figure 1-②：Mainly displays the basic information, wireless information, and other information of 

the device. 
Figure 2-①：Wireless configuration menu bar. 

Figure 2-②：Wireless selection bar (drop-down to select wireless, single frequency device 
represents wireless device 1, multi frequency device will have wireless device 2, wireless device 3, 
etc.), wireless status (enable/disable), WiFi name (set wireless name, check to hide WiFi, can hide), 
encryption method (can choose no encryption or encryption), channel (can choose automatic or fixed 
channel), VlanID, enable virtual AP (check and enable). 
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Figure 3-①：Advanced settings menu bar. 

Figure 3-②：Wireless selection (drop-down to select wireless, single frequency device 
represents wireless device 1, multi frequency device will have wireless device 2, wireless 
device 3, etc.), mode (current 2G/5G mode bandwidth of wireless device), transmission power 
(current 2G/5G power size of wireless device), maximum number of incoming users (current 
2G/5G maximum accessible number of wireless device), user isolation (enabled or disabled), 
ShortGI (enabled or disabled) Beacon frame time interval, AP coverage threshold, packet 
threshold, RTS threshold. Figure 4- Serial number ①: Other settings menu bar. 

Figure 4-②：Scheduled restart (enable or disable, if selected, the type of restart time can be 
set, either by time or by day), device login password (set login password for AP device). 

 

 
Figure 3 

 

Figure 
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Template configuration is mainly used for batch operation of template configuration. Only templates of the 
same model can be used, while templates of different models can use universal templates.  

①：Add or delete templates. 

②：For ready template, click  to modify, click  to delete 
 

 

 

Device upgrade,  AP dev ice upgrade suppor ts  both  on l ine and loca l  upgrades,  
and can choose between immediate  or  scheduled upgrades.  

①：Model drop-down menu, device drop-down menu. 

②：Total number of devices, online AP, offline AP. 

③：The search bar allows for searching based on the IP/MAC of the AP. 

④：Online upgrade (the device is connected to the network to obtain the latest firmware, click 

on online upgrade to upgrade the AP device.), Local upgrade (upload the upgraded firmware 
first, click on local upgrade to upgrade the AP device.), Upload firmware. 

⑤：Basic information of the device. 
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Se rv i ce  con f i gu ra t i on ,  m a in l y  i nc lud ing :  dev i ce  m anagem en t  f unc t i on  (enab le  t o  m anage  AP ,  
d i sab le  no t  t o  m anage  AP) ,  add ress  se rve r  f unc t i on  (enab le  t o  ass ign  IP  se rve r  IP  add ress  t o  
AP ,  d i sab le  no t  t o  ass ign  se rve r  IP  add ress  t o  A P ) ,  se rve r  IP  add ress ,  num be r  o f  ass igned  
add resses ,  add ress  e f f ec t i ve  t im e  (d rop -dow n  m enu  to  se lec t  e f f ec t i ve  t im e ) ,  num be r  o f  
ass igned  IP  ( cu r ren t l y  ass igned  IP  num ber )  Ass igned  IP  l i s t  ( c l i c k  t o  v i ew  the  de ta i l s  o f  
ass igned  IP ) ,  s ta t i c  D H C P m anagem en t  ( c l i c k  t o  add  and  se t  s ta t i c  IP ) .  
 

 

 

                   

Figure 1                                                                          Figure 2 

 
S t a t i c  D H C P  m a n a g e m e n t ,  a d d i n g  a n d  s e t t i n g  s t a t i c  D H C P ,  a s s i g n i n g  c o r r e s p o n d i n g  
I P  a d d r e s s e s  b y  i d e n t i f y i n g  t h e  M A C  o f  t h e  A P .  

①：Add (cl ick Add to jump to Figure 1, cl ick Online AP to jump to Figure 2 for 
configuration), Apply (current configuration of the application), Return button (return to the 
Service Configuration bar). 

②：For ready IP group，click  to modify,  to delete. 
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IPTV settings, using a separate VLAN for transmission, transmit digital TV signal data to the 
set-top box through the panel AP. 
 
①: After connecting according to the connection method in the topology diagram, enable 
IPTV mode, and then restart the AC manager。 

②: IPTV mode has been enabled for the corresponding AP based on the MAC address or device 
note 

 

Enables Auto-Roaming for wireless networks,Load balancing across multiple Aps 
W h e n  r o a m i n g  i s  e n a b l e d ,  t h e  S S I D ,  e n c r y p t i o n ,  a n d  p a s s w o r d  b e t w e e n  a p s  m u s t  
b e  c o n s i s t e n t .  W h e n  5 G  p r i o r i t y  i s  e n a b l e d ,  t h e  S S I D ,  e n c r y p t i o n ,  a n d  p a s s w o r d  o f  
2 G  a n d  5 G  o f  t h e  A P  m u s t  b e  t h e  s a m e .  
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In te rna l  ne twork  se t t ings  ma in ly  inc lude :  in te rna l  ne twork  IP  address ,  subne t  mask ,  
DHCP server  s ta tus  (enab le  to  ass ign  IP  to  connec ted  users ,  d isab le  no t  ass ign ing  IP  
to  connec ted  users ) ,  s ta r t  IP  address ,  end  IP  address ,  p re fe r red  DNS,  backup  DNS,  
lease  te rm,  DHCP a l loca t ion  quan t i t y  (d isp lay  the  cu r ren t  number  o f  connec ted  users ) ,  
ass igned  IP  l i s t  ( c l i ck  to  v iew the  de ta i l s  o f  ass igned  IP )  S ta t i c  DHCP management  
(c l i ck  to  add  and  se t  s ta t i c  IP ) .  
(Note: Static DHCP management can refer to 3.7) 
 

  
 

 
Externa l  network  set t ings main ly  inc lude:  In ternet  access method (drop-down menu can 
se lect  s ta t ic  IP ,  dynamic IP,  broadband d ia l ing,  bypass mode) ,  MTU; Manual ly  set  DNS 
on/o f f ,  p re fer red DNS, backup DNS, broadband type (d i f fe rent  broadband can be se lected 
f rom the drop-down menu) ,  up l ink  bandwid th ,  and downl ink  bandwidth ;  L ine detect ion 
on/o f f  (used to  detect  WAN por ts) .  
(Note: The bypass mode can refer to the bypass network topology diagram) 
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User  l i s t ,  ma in ly  d isp lay ing  the  dev ice  name,  dev ice  IP ,  dev ice  MAC,  connec t ion  
dura t ion ,  up l ink  t ra f f i c ,  down l ink  t ra f f i c ,  number  o f  l i nks  (c l i ck  on  the  connec t ion  i con  
to  v iew de ta i l s ) ,  opera t ion  (c l i ck  on  the  i con  to  d i rec t l y  add  the  user  to  the  b lack l is t )  o f  
on l ine  users .  

 

C l i ck   to add user to blacklist. 
 

 

B lack l is t ,  users  on the b lack l is t ,  p roh ib i ted f rom us ing data  t ra f f ic , click  to remove user 
from blacklist. 
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Figure 1                                                                 Figure 2 
 
User speed limit mainly applies traffic restrictions to the set IP groups. 
①：Add, click Add to add user speed limit settings. 

The user speed l imit sett ings mainly include: status (enabled or disabled), IP group 
(customized as shown in Figure 1, and you can also select the preset IP group maintenance 
as shown in Figure 2, or cl ick+Add to enter IP group maintenance for re creation), t ime group 
(unlimited as shown in Figure 1, and you can also select the preset t ime maintenance group 
as shown in Figure 2, or customize it ,  and you can also cl ick+Add to enter the t ime 
maintenance group for re creation) 

②：Modify current group by , and delete group by .
 

③：Enable/ disable speed limit. 
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Figure 1                                                                     Fugure 2 
 
IP filtering refers to TCP/UDP restrictions on IP ranges added to the filtering rules. 
①：Add, click Add to add IP address filtering. 
IP address filtering mainly includes: status (enabled or disabled), rule name, IP group (as shown in Figure 1 
for customization or selecting online users, as shown in Figure 2 for preset IP group maintenance, or 
clicking+Add to enter IP group maintenance for re creation) Time group (as shown in Figure 1 without 
restrictions, as shown in Figure 2, you can also select the preset or customized time maintenance group, and 
click+Add to enter the time maintenance group for re creation), port range, and protocol. 
②：For ready group,  to modify，   to delete. 
③：Enable/ disable filter. 

 

 

 

Figure 1                                                                  Figure 2 
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MAC filtering refers to the data restriction of MAC devices added to the filtering rules. 
①：Add, click Add to add MAC filtering. 

MAC filtering mainly includes: status (enabled or disabled), rule name, time group (as shown in Figure 1 
without limitation, as shown in Figure 2, you can also select the preset or customized time maintenance 
group, and you can click+Add to enter the time maintenance group for re creation), MAC address (manually 
filled in, or select online users). 

②：For ready group，  to modify,  to delete.
 

③：Enable/ disable filter. 
 

 

 

 

Figure 1                                                                 Figure 2 
URL fi l tering refers to the data fi l tering of URLs added to the fi l tering rules. 
①：Add, click Add to add URL filtering. 

Website f i l ter ing mainly includes: status (enabled or d isabled),  ru le name, t ime group (as 
shown in Figure 1 without l imitat ion, as shown in Figure 2,  you can also select the preset 
or customized t ime maintenance group, and cl ick+Add to enter the t ime maintenance group 
for re creat ion),  websi te ( the websi te to be f i l tered).  

②：For ready group,  to modify,   to delete.
 

③：Enable/ disable filter. 
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P o r t  m a p p i n g  r e f e r s  t o  m a p p i n g  t h e  i n t e r n a l  n e t w o r k  ( L A N )  I P  a d d r e s s  o f  a  h o s t  t o  a  
p u b l i c  n e t w o r k  ( W A N )  I P  a d d r e s s .  W h e n  a  u s e r  a c c e s s e s  a  p o r t  o f  a  h o s t  t h a t  
p r o v i d e s  a  m a p p i n g  p o r t ,  t h e  s e r v e r  w i l l  t r a n s f e r  t h e  r e q u e s t  t o  t h e  h o s t  t h a t  
p r o v i d e s  t h i s  s p e c i f i c  s e r v i c e  w i t h i n  t h e  l o c a l  L A N ;  T h e  p o r t  m a p p i n g  f u n c t i o n  c a n  
a l s o  m a p  m u l t i p l e  p o r t s  o f  a n  e x t e r n a l  I P  a d d r e s s  m a c h i n e  t o  d i f f e r e n t  p o r t s  o n  
d i f f e r e n t  i n t e r n a l  m a c h i n e s .  S e r i a l  n u m b e r   

① :  A d d ,  c l i c k  A d d  t o  a d d  p o r t  m a p p i n g .  
P o r t  m a p p i n g  m a i n l y  i n c l u d e s :  s t a t u s  ( e n a b l e d  o r  d i s a b l e d ) ,  r u l e  n a m e ,  p r o t o c o l  
( T C P / U D P ) ,  i n t e r n a l  n e t w o r k  I P  a d d r e s s  ( m a n u a l l y  f i l l e d  i n  o r  s e l e c t e d  f o r  o n l i n e  
u s e r s ) ,  e x t e r n a l  p o r t ,  a n d  i n t e r n a l  p o r t .  

②：For ready group,  to modify,  to delete.
 

③：Enable/ disable.

 

 

DMZ settings refer to the issue of external networks not being able to access internal network servers after 
installing a firewall. Click to enable the DMZ host, manually fill in or select online users, and this function will 
take effect. 
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Through this function, the firmware upgrade of the wireless management gateway can be divided into online 
upgrade and local upgrade. The wireless management gateway also supports scheduled upgrades. 
 

  
 

 
After  the wi re less management  gateway connects  to  the network ,  i f  there is  the la test  
vers ion,  the server  w i l l  automat ica l ly  issue the la test  vers ion,  and you can a lso check for  
updates on your  own.  
 

  
 

 

T o  u p g r a d e  l o c a l l y ,  y o u  n e e d  t o  f i r s t  u p l o a d  t h e  u p g r a d e d  f i r m w a r e ,  s e l e c t  t h e  
u p g r a d e  t i m e  ( i m m e d i a t e  u p g r a d e / s c h e d u l e d  u p g r a d e ) ,  a n d  c h e c k  w h e t h e r  t o  
r e s t o r e  t o  t h e  d e f a u l t  c o n f i g u r a t i o n  a f t e r  t h e  u p g r a d e  i s  c o m p l e t e d .  
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Remote access, when enabled and applied, will generate a remote address to access the wireless management 
gateway. If disabled, this feature can be disabled. 
 

  
 

 

Telnet service, enabled and applied to access the wireless management gateway through Telnet, disabled to 
disable this feature. 
 

  
 

 
Scheduled restar t ,  enable  to  set  the restar t  t ime every  few days/weeks,  d isab le  to  
d isab le  th is  feature .  
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Restar t  immedia te ly ,  the dev ice wi l l  res tar t  immedia te ly  when th is  funct ion is  app l ied,  or  
you can c l ick  the shor tcut  key in  the upper  r ight  corner  to  res tar t  the dev ice.  

 

 

 
System logs,  d isp lay ing the operat ion logs of  the wire less management gateway system. 
①：Enable the system log switch. 

②：Enable remote service switch(Opening requires entering a remote address, click  to 

change address) 

③：Refresh, export (can be exported and kept local ly),  delete (delete the current log). 
④：Log details. 
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Backup the in format ion,  c l ick  Expor t  Conf igurat ion F i le ,  and you can download the 
current  w i re less management  gateway conf igurat ion to  loca l  s torage.  
 

 

 
 
Restore  the conf igurat ion and use the saved conf igurat ion f i le  to  res tore  the 
conf igurat ion o f  the wi re less management  gateway.  
 

  

 
Factory settings. After application, the wireless management gateway will lose all current configurations and 
restore to the factory configuration. Please operate with caution. 

 

   

 

DHCP cache cleaning can delete the DHCP cache of the terminal, as well as the DHCP cache of the AP. It 
is mainly used to clear the DHCP cache of offline devices. 
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Host  t ime re fers  to  synchron iz ing wi th  the host  t ime connected to  the wi re less 
management  gateway.  
 

  

 

When the wireless management gateway is connected to the network, you can choose your own 
time zone and network time server, or manually set the time server to set the time. 

  

 

IP group, mainly used for selecting preset IP groups. 
①：Add (set IP group name, IP address range)  。 

②：For current IP group,  to modify,  to delete. 

 

 

Time group maintenance is mainly used for selecting preset time groups. 

①: Add (set time group name, time range, and limit period). 

②: For current time group,  to modify,  to delete. 
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Network acceleration, with options for normal and hard acceleration (when clients access public 
network servers, data packets will pass through at least one router when transmitted on the 
network, and for multiple/multi-layer routes, network forwarding will be performed to allow clients 
to access public network servers and return results). 

 


